
Takeaways from last night’s talk: 

Be proactive about security. 
1. Setup a second user account not-admin for daily use! 
2. Enable the Firewall (System Preferences > Security & 
Privacy) - it determines which apps are allowed to 
connect to the internet
3. Keep your software up to date 
4.Enable FileVault (System Preferences > Security & 

Privacy) - Apple’s built-in encryption
5. Enable Gatekeeper (System Preferences > Security & 

Privacy> General) - allow apps downloaded from App 
Store and identified developers

6. Backup, Backup, Backup! 
7. Use the new MacScan 3 to protect against malware 
and clean up Internet clutter - Free 30 Day Demo @ 
www.securemac.com

http://www.securemac.com/
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